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Questions assigned to Study Group 13 (Next Generation Networks) by WTSA-04

	Question number
	Question title
	Status

	1/13
	Project coordination and release planning for NGN
	Continuation of Q.12/13

	2/13
	Requirements and implementation scenarios for emerging services in NGN 
	Continuation of Q.11/13

	3/13
	Principles and functional architecture for NGN
	Continuation of Q.1/13

	4/13
	Requirements and framework for QoS for NGN
	Continuation of Q.16/13

	5/13
	OAM and network management for NGN
	Continuation of part of Q.3/13

	6/13
	NGN mobility and fixed-mobile convergence
	New

	7/13
	Network and service interworking in NGN environment
	Continuation of Q.5/13

	8/13
	Service scenarios and deployment models of NGN
	New

	9/13
	Impact of IPV6 to an NGN
	New

	10/13
	Interoperability of satellite with terrestrial and Next Generation Networks (NGNs)
	Continuation of Q.13/13

	11/13
	General network terminology
	Continuation of Q.15/13

	12/13
	Frame relay 
	Continuation of Question A/17

	13/13
	Public data networks 
	Continuation of Question B/17

	14/13
	Protocols and service mechanisms for multi-service data networks (MSDN)
	Continuation of part of Question 7/17

	15/13
	NGN Security
	New


Question 1/13 - Project coordination and release planning for NGN

(Continuation of Question 12/13)

1
Motivation

A standardisation programme for NGN (Next Generation Networks) has been introduced to take account of the new situation in telecommunications, characterised by many factors such as open competition between operators due to the total deregulation of markets, explosion of digital traffic, e.g. due to the increasing use of the Internet, increasing demand from users for new multimedia services, increasing demand from users for a general mobility, etc.

A major goal of NGN is to facilitate convergence of networks and services. The common understanding is that the NGN has to be seen as the concrete realisation of concepts defined for the GII. In addition, a clear demand from the market for short-term standards in the field of NGN has been identified.

An NGN Project has been established in the previous study period which has the objective to coordinate ITU-T activities related to the establishment of implementation guidelines and standards for the realisation of NGN.

This project planning for NGN needs to be continued and additionally as the NGN standards and implementations emerge it will be necessary to include release planning in the project activities.

2
Question

Study items to be considered include, but are not limited to:
•
ensuring that all elements required for interoperability and network capabilities to support applications globally across the NGN are addressed by ITU-T standardization activities

•
coordination of the future development of the NGN Project in cooperation with the ITU Study Groups and with other Standards Development Organisations (SDOs) e.g. the IETF

•
collaboration as appropriate with other SDOs to avoid duplication of standardisation work and identification of additional work necessary.

3
Tasks

Tasks include, but are not limited to:

•
Developing implementable release plans for NGN evolution – each release phase fulfilling a set of requirements commonly agreed with other groups.

•
Insure communication and cooperation amongst study groups and fora related to NGN to achieve the planned results in an official and timely manner.

•
Regular updating of the NGN Project

•
Publishing reports on progress

•
Setting up workshops and other activities as appropriate to increase awareness of the ITU-T work on NGN.

4
Relationships

ITU-T, ITU-R and ITU-D Study Groups involved in the NGN standardization work.

Liaison with SDOs and other bodies involved in NGN standardization and implementation as appropriate.
Question 2/13 - Requirements, and implementation scenarios for emerging services in NGN

(Continuation of Question 11/13)

1
Motivation

With the rapid growth of IP services, a demand has been continuously increasing to enhance the network capabilities of multi-service networks. Emerging services and evolution of existing ones, and their variety of deployment scenarios, are introducing more and more requirements on these network capabilities.

In the context of next generation multi-service network environments, study is required to extensively define the requirements imposed by these services and to specify the related service and network architectures, with the goal to maximize usage of common service capabilities and functional building blocks. Development of implementation scenarios for these services is also needed.

Key requirements to be considered are support of seamless end-to-end service operations, wireless/fixed technology-independent service access, ubiquitous support of mobile and fixed service users, and support of both IPv4 and IPv6 protocol technologies.

The MPLS/GMPLS technology, originally defined in IETF and now included in a number of ITU-T Recommendations, is gaining wide acceptance as a promising convergence technology for the next generation core networks. In order to drive the effective deployment of IP/ (G) MPLS based networks and make them capable to support evolving requirements, it is then needed to perform the above study in the context of IP/ (G) MPLS based core network scenarios.

VPN services constitute an emblematic case of evolving services in next generation network environments. Emerging requirements include simultaneous support of data, voice and multimedia flows, multicast, QoS, enhanced security, integrated mobility, service interworking scenarios, complex connectivity scenarios, customer-on-demand capabilities, integration of layer 1, 2 and 3 VPN services over common network infrastructure, multi-layer service architectures, IPv6 VPNs, service OAM capabilities, user location, identification and authorization.

Some VPN characteristics, such as such as service-transport layer separation, virtualization of resources, multipoint connectivity, and auto-discovery capabilities, assign these services a key role in  service and network evolution towards next generation multi-service network environments.

As a consequence, the current study and development of Recommendations in the VPN service domain need to be continued and extended to encompass these emerging needs, ensuring parallel close relationship with the NGN-related developments.

Recommendations in force: Y.1310, Y.1311, Y.1311.1, Y.1312, Y.1261, Y.1281.

2
Question

Study will consider emerging services in next generation multi-service network environments, with a particular focus on IP/(G)MPLS based core network scenarios.

Study items to be considered include, but are not limited to:
•
Requirements of emerging services in next generation multi-service network environments, such as IP telephony services, mobility services, interactive real time end-to-end communications, data communication services, generalized multi-layer VPN services, content delivery services, etc. Requirements include support of seamless end-to-end service operations, wireless/fixed technology-independent service access, ubiquitous support of mobile and fixed service users, and support of both IPv4 and IPv6 protocol technologies.

•
Service and network architectures of emerging services in next generation multi-service network environments, including multi-layer aspects, with the goal to maximize usage of common service capabilities and functional building blocks across different services. Capabilities include those for support of Quality of Service, Traffic Engineering, service provisioning, user location, identification and authorization.

•
Implementation scenarios of emerging services in next generation network environments, including study of related mechanisms and technology enhancements to support the specified requirements (such as MPLS label assignment techniques, MPLS multicast and mobility capabilities, multi-layer techniques, etc.)..

•
According to above study items, generation of requirements for enhanced capabilities of transport networks (based on IP/ (G) MPLS or alternative technology).

•
VPN services being an emblematic case of emerging services in next generation network environments, continuation and extension of current work to cover evolving VPN requirements. This includes service requirements, service and network architectures, and implementation scenarios.

3
Tasks

Tasks include, but are not limited to:

•
Development of, maintenance and enhancement to the Recommendations in the domain of VPN services (L1 VPN architectures and implementation scenarios, Generic VPN functional decomposition, QOS support in VPNs, VPN Interworking architecture and implementations, …).

•
Recommendations currently under way: Y.1313, Y.nbvpn-decomp, Y.vpn-QoS.

•
Development of Recommendations on emerging services in next generation multi‑service network environments (service requirements, service and network architectures, service implementation scenarios).

•
Recommendations currently under way: Y.NGN-SRQ, Y.NGN-MOB.

•
Coordination with the NGN related Questions (in particular in the areas of NGN services and NGN architectures).

4
Relationships

Recommendations: Y-series

Questions:
Q.3, 4, 5, 7, 11/13; 22/15 and 17/12

Study Groups:
ITU-T Study Groups 4, 9, 11, 12, 15, 16, 17, 19

Standardisation bodies fora and consortia:


IETF (e.g., mpls, ccamp, l2vpn, l3vpn WGs)


ETSI (services and related architectures, fixed/mobile convergence)


3GPP and 3GPP2 


MPLS and Frame Relay Alliance (MPLS-related aspects and services)


IEEE 802 LAN/MAN Standards Committee (e.g., Ethernet-based VPN)


OIF on optical transport technologies

Question 3/13 - Principles and functional architecture for NGN

(Continuation of Question 1/13)

1
Motivation

A Next Generation Network (NGN) is the practical realization of the Global Information Infrastructure, i.e., the convergence of all services onto a single network, based on the principles contained in Recommendations Y.100 and Y.110.

The architectural integration of the formerly discrete packet-switched and circuit-switched networks supporting these services requires evolution of the architectural principles of both types of network. There are trends both to move intelligence toward the edges of the network and to add intelligence into the network. Connectionless network layer services are evolving towards providing virtual circuit-oriented services while circuit-switched network layer services are being realized using packet technology.
To establish a common architecture for the convergence among services and networks substantial studies and frameworks are required to:

a)
ensure interoperability of networks and applications;

b)
facilitate innovation in the use and application of industry capabilities; and

c)
facilitate best utilization of the existing telecommunications infrastructure within the NGN architecture.

2
Question

What new and revised framework Recommendations are required to establish the basis for realizing the converged NGN?

3
Tasks

–
General Reference Model of the NGN

Preparation of a framework to identify the basic architectural composition of the NGN. It will be based on identification of architectural requirements in horizontal and vertical structures involved in providing Telecommunication Services in an NGN environment, including detailed multi-layer aspects in heterogeneous and homogeneous environments, and scalability enhancement across hierarcharchical and multiple domains.
–
Infrastructural Roles for NGN scenarios

Application of the principles of Recommendation Y.110 to develop various scenarios in the NGN multi-provider environment.
–
Functional Requirements and Architecture of the NGN

Identification of entities, their functions, and reference points, required to provide Telecommunications Services in an NGN functional reference model, taking into consideration the multi-layer impacts on functional architecture, such as addition of new functions and/or modification of existing functions. Then develop functional configuration models, which will show arrangement of each function, and functional architecture models explaining relationships among different functions in horizontal and vertical aspects.

–
Identification capabilities for the NGN

Study the application, extension, combination of existing, or development of a new, naming, numbering and addressing scheme to meet the needs of the NGN.

–
Convergence Scenarios

Develop various convergence scenarios, identifying the related technical issues and their practical implications.

–
Reference Model for Customer Manageable NGN Networks

Develop models to allow customers to create, configure, customize, and otherwise manage the network services/resources allocated to them by the network provider, and to involve third parties in the development of applications.
–
Operation of services over NGN and non-NGN networks

The converged NGN will not be realized instantaneously. This task will provide a number of scenarios and mechanisms aimed at supporting the overall functioning of services across a hybrid of existing and converged NGN.

–
Implementation Framework related to provision of Emergency Communications in NGNs

Identify the technical issues, measures, and functions of particular NGN technologies that may be involved in meeting the requirements and capabilities of RecommendationY.1271.

–
Maintenance of existing Recommendations

Maintenance of the following Recommendations is included:

Y.100 GII – Scenario Development Methodology

Y.110 GII – Principles and Framework Architecture

Y.1001 – IP Framework

Y.140 – Reference Point of Interconnection Framework

Y.1271 – Requirements and capabilities for emergency communications

4
Relationships

Recommendation:
All NGN related Recommendations

Questions:
All NGN related Questions

Study groups:
All NGN related Study Groups

Standardization bodies, fora and consortia:


ITU-R Study Groups as appropriate


IETF working groups on NGN related matters


ETSI working groups on NGN related matters


ISO working on NGN related matters


3GPP/3GPP2 working groups on NGN related matters 

Question 4/13 - Requirements and framework for QoS for NGN

(Continuation of Question16/13)

1
Motivation

Specialized application-specific networks increasingly converge to general packet networks supporting voice, data and multimedia applications. Certain packet networking technologies (e.g., IP), however, avoid, by design, any in-built mechanism for creation and maintenance of circuits that guarantee application or network performance. As such, support of quality of service in a general-purpose packet network or the NGN is a complex matter, compounded by several additional factors:

•
Requirement for maximal resource utilization

•
Highly-distributed intelligence and applications end to end

•
Co-existence of multiple networking technologies and QoS mechanisms end to end

•
Involvement of multiple administrative domains end to end

The complexity of the issue necessitates a systematic study of QoS enablers and QoS architectures that integrate QoS enablers to deliver application or network performance as needed in various environments, such as access networks or end to end. The draft Recommendation Y.1291 has defined an initial architectural framework for QoS support in packet networks and served as the basis for developing New Recommendations (e.g., Y.123.qos and Y.e2eqos) on environment-specific QoS architectures.

2
Question

Study items to be considered include, but are not limited to:

•
What new Recommendations or enhancements to existing Recommendations are needed to provide for additional QoS enablers (such as centralized admission control and resource management, and adaptive QoS mechanisms based on measurements) in packet networks and the NGN?

•
What new Recommendations or enhancements to existing Recommendations are needed to allow for various QoS enablers to interact with each other as needed?

•
What new Recommendations or enhancements to existing Recommendations are needed to provide safeguards to QoS support?

•
What new Recommendations are needed to support QoS in packet access networks?

•
What new Recommendations are needed to enable the comprehensive, end-to-end support of QoS in packet networks and the NGN employing different QoS mechanisms across multiple administrative domains?

•
What additional protocol requirements (including further extensions to the Session Initiation Protocol (SIP)) are needed in order for the delivery of assured QoS content to be possible in NGNs?

•
What additional protocol requirements are necessary for content hosts or application service providers (ASPs) to initiate the provision of assured QoS on a per session basis? Note in order to be scalable any signalling system or protocol identified should take into account of the following consideration:

· The protocol should be “lightweight” and little or no session or state information should need to be maintained by the ASP.

· Only limited state information should need to be maintained by the network.

· Bandwidth reservations should automatically time out if packet flows are not maintained.

· The protocol should only need to be implemented at the network edges (typically in the BRAS and content host servers) and should rely on established QoS assurance mechanisms (such as MPLS) in the core network.

3
Tasks

Tasks include, but are not limited to:

•
New Recommendation (Y.123.qos) on a QoS architecture for Ethernet-based IP access networks

•
New Recommendation (Y.e2eqos) on an end-to-end QoS architecture

•
New Recommendations on other environment-specific QoS architectures as necessary

•
Maintenance and enhancement of Y.1291

4
Relationships

Recommendations:
Y-series

Questions: 
Relevant Questions on NGN networking, architecture and performance

Study Groups: 
ITU-T Study Groups 2, 9, 11, 12, 15, 16, 19

Standardisation bodies fora and consortia:


ITU-R


IETF Internet, Routing, and Transport Areas


3GPP and 3GPP2 as appropriate


DSL Forum


IEEE 802 LAN/MAN Standards Committee

Question 5/13 - OAM and network management for NGN

(Continuation of part of Question 3/13)

1
Motivation

OAM and network management capabilities are essential for any network technology when developing a carrier-class network. It is particular true when developing an NGN because NGN is expected to provide wide variety of services in terms of reliability and performance including highly reliable and high quality services, which require effective network management. Recommendations related to such capabilities for ATM, MPLS and Ethernet were developed by Q.3/13 in previous study periods. I.610 specifies OAM for ATM. Y.1710, Y.1711 and Y.1712 specify OAM requirements, OAM mechanisms and OAM interworking, respectively. Y.1730 specifies OAM requirements for Ethernet. Several other Recommendations related to MPLS OAM and Ethernet OAM are under development. Under the responsibility of this Question, Recommendations will be developed to provide the specifications for OAM requirements, OAM mechanisms, and OAM interworking for realizing NGN and other networks. This activity will be conducted with close cooperation with related Study Groups, IETF, IEEE, Metro Ethernet Forum and other standardization bodies as necessary.

2
Question

Study items to be considered include, but are not limited to:

· Clarification of requirements and mechanisms of OAM for next generation networks (NGN). This includes study on end-to-end OAM support for packet based ubiquitous networks. The OAM functions include defect detection, defect localization, topology management and performance management.
· OAM and survivability functions for IP-based networks on end-to-end and segment basis. This includes study on service OAM and transport OAM for NGN. This also includes study on coordination between OAM functions indifferent layers to allow optimisation in case where the IP-based network is built on a multi-layer network.
· OAM functions for MPLS-based networks including defect localization functions, performance measurement functions, OAM for multipoint-to-point LSPs.
· Clarification of generic OAM principles for connection-oriented circuit switched, connection-oriented packet switched and connectionless packet switched networks.
· Clarification of generic OAM principles under interworking of different network technologies. This includes network interworking and service interworking scenarios.
· Clarification of requirements and mechanisms of OAM functions for VPNs realized by various technologies (e.g., Layer 3, Layer 2 or Layer 1).
· OAM functions for Ethernet-based networks. This includes defect detection, defect localization and performance measurement functions. OAM functions should be able to be applied to both point-to-point and multipoint-to-multipoint networks.
3
Tasks

Tasks include, but are not limited to:
· Preparation of Recommendation on OAM requirements and framework for NGN.

· Preparation of Recommendation on OAM mechanisms for NGN.

· Preparation of Recommendations on MPLS OAM mechanisms including defect localization functions, performance management functions (if necessary) and support of multipoint-to-point LSPs.

· Preparation of Recommendation on OAM functions for networks under interworking of different network technologies.

· Preparation of Recommendation on OAM functions for VPNs realized by various technologies.

· Recommendation on OAM functions for Ethernet-based networks including support of multipoint-to-multipoint networks.

4
Relationships

Recommendations:

· I- and Y-series

Questions:

· Q.2, 3 and 9/13

Study Groups:

· ITU-T Study Groups 4 and 15
Standardisation bodies fora and consortia:

· IETF working groups related to network management and OAM
· IEEE 802.1 and 802.3 working groups
· MEF

· MPLS and Frame Relay Alliance

Question 6/13 - NGN mobility and fixed-mobile convergence

(New Question)

1
Motivation

The origin of NGN is within fixed networks and their evolution. However, increasingly mobility services are demanded by the user and the operators. Therefore the support of several aspects of mobility is a feature to be provided by NGN. This shall also include “discrete mobility” which can be offered even based on fixed line access technologies. In addition, there is the requirement for fixed-mobile-convergence which includes convergence of the services, convergence of the basic architecture of NGN and Mobile Networks etc. These requirements are the basis of this Question.

The NGN focus is mainly on broadband communication with mobility as an inherent feature although it should not be confused with genuine mobile networks where all terminals access the network using the wireless interface.

For the NGN work in ITU-T it is essential to have a clear focal point for mobility related issues of the NGN, which is especially well connected to the mobile network standards bodies.

This should enable the ITU-T to provide value by rapidly enhancing the NGN recommendations to provide elements of mobility and extend the mechanisms to fully suit the requirements on NGN.

2
Question

Study items to be considered include, but are not limited to:

•
Service convergence and interoperability between fixed and mobile networks

•
Architecture convergence between fixed and mobile networks

•
Nomadicity (discrete mobility) within the NGN and possible roaming between fixed and mobile networks.

Note: Wherever possible, previously defined mobility mechanisms, will be reused within course of this question.

3
Tasks

Tasks include, but are not limited to:

•
Draft Recommendations on converged services for NGN, based on services developed for mobile networks, and a selection of mobility architectures and mechanisms and their use in NGN

•
NGN Maintenance of existing mobility documents of the NGN series.

4
Relationships

Close cooperation within Study Group NGN, since several questions will deal with mobility aspects, and with other ITU-T Study Groups (for services and applications) and other organization must take place

Questions:
Questions dealing with mobility aspects

Study Groups:
ITU-T Study Groups 2 (emergency, security, numbering etc), 4, 11, 16, 19

Standardisation bodies fora and consortia:


IETF and 3GPP

Question 7/13 - Network and service interworking in NGN environment

(Continuation of Question 5/13)

1
Motivation

The work on layer 2 technologies such as ATM and Frame Relay has matured while IP-based applications are gaining importance in the industry. The focus should now shift to interworking in the context of  NGN (Next Generation Networks). This rapid growth and the embedded base of legacy telecommunications networks have necessitated a strategy of evolution towards integrated multi-service networks. Thus, there is a need to continue to address items such as:

•
consideration of IP and MPLS-based backbone networks and their interworking and interaction with traditional networks and associated services;

•
consideration of extending Ethernet traffic through interworking with other networks;

•
determination of how best to carry narrow-band and broadband services in a fully integrated IP-based network;

•
consideration of non-IP based networks and their interworking;

•
definition of protocol requirements and description for interworking of services that go beyond those provided by traditional networks.

Some of these items have already been initiated in SG 13 as well as in other ITU-T study groups and standards bodies such as the IETF, the ATM Forum and the MPLS and Frame Relay Alliance. Due to the substantial interest in this activity, similar work is in progress in the various fora. Hence, it is crucial to have a high level of coordination between the different standards development organizations in order to guarantee seamless end-to-end quality of service and operation of services for the benefit all involved.

2
Question

Study items to be considered include, but are not limited to:

•
What enhancements to the existing Recommendations should be made to enable interworking between the legacy networks and the Next Generation Networks (NGN)?

•
What new Recommendations are needed to facilitate migration of legacy networks to NGN?

•
What new Recommendations should be developed to meet NGN requirements?

•
What modifications to existing Recommendations are needed to allow better utilization of the network capabilities?

•
What new Recommendations should be developed to facilitate greater interoperability between different networks?

3
Tasks

Tasks include, but are not limited to:

•
Creation of, maintenance and enhancement to the Recommendations in Y.1400 series.

•
Maintenance and enhancement to the Recommendations in I.500 series.

•
Completion of draft Recommendations already under discussion in the Question.

•
Development of new Recommendations related to the interworking aspects of NGN.

4
Relationships

Recommendations:
I- and Y-series

Questions:
Q.2, 5, 11/13;  16 and 17/12;  22/15

Study Groups:
ITU-T Study Groups 4, 9, 11, 12, 15, 17, 19

Standardisation bodies fora and consortia:


IETF working groups on topics of mutual interest


ATM Forum on topics of mutual interest


IEEE 802 LAN/MAN Standards Committee on Ethernet related activities


Metro Ethernet Forum (MEF) on Ethernet related activities


MPLS and Frame Relay Alliance on topics of mutual interest

Question 8/13 - Service scenarios and deployment models of NGN

(New Question)
1
Motivation

In alignment with reference model and functional architecture of NGN, the service scenarios and deployment models of NGN are critical to realize the practical NGN world. It expects that the NGN will integrate the fixed and wireless/mobile services including Internet applications and wireless/mobile applications. It is emphasized to converge telecommunications services and broadcast services within the NGN. Then, a set of promising service scenarios and deployment models of NGN are very useful to accelerate the NGN deployment. All the scenarios should be initiated from the user point of views, which would be evaluated by the step-by-step manners with self-consistent feedback cycles.

It gives the possible realization scenarios of NGN services from the existing network providers and industries (e.g., voice telephone network, cable-based network, broadcast and satellite network, wireless and mobile network, etc.)

It requests some relationship of other study groups and other organizations on broadcast, wireless/mobile, computer, and consumer technologies.

2
Question

Study items to be considered include, but are not limited to:

•
From user point of views, application specific NGN service scenarios including all Telecommunication* applications. It is anticipated that NGN service scenarios stemming from the existing service environments (e.g., voice telephony service, wireless/mobile service, broadcast and distribution service, and Internet, etc.) should also be studied.
•
Technology-based NGN service scenarios by considering computer technology, security technology, electronic appliance technology, broadcast technology including interactivity wireless/mobile technology, and telecommunication technology including enterprise and various access technologies.
* C1012 of ITU constitution

3
Tasks

Tasks include, but are not limited to:

•
New draft Recommendations on fixed and mobile convergence scenarios for integration of IP services and cellular mobile services. The expected time frame for completion is the end of 2005.

•
New draft Recommendations on convergence scenarios of telecommunication and broadcast services using various broadband access technologies. The expected time frame for completion is the middle of 2006.

•
New draft Recommendations on home and enterprise service scenarios using computer, security, and electronic appliance technologies. The expected time frame for completion is the middle of 2006.

4
Relationships

Close cooperation with other ITU-T Study Groups (for services and applications) and other organization must take place.

Study Groups:
–
ITU-T Study Groups 9, 16, 17, 19
Standardisation bodies:
–
ISO for computer and electronics appliance

–
IEEE for access technologies

· IETF for computer application and security
· ETSI

Question 9/13 - Impact of IPv6 to an NGN

(New Question)

1
Motivation

The IPv6 is one of the useful delivery protocols for the future fixed and wireless/mobile network environments. From service and application aspects, the necessity of IPv6 protocol will be increasing for the coming NGN world. The IPv6 protocol should be accommodated with an alignment of the reference model and functional architecture of NGN.

2
Question

Study items to be considered include, but are not limited to:

•
IPv6 protocol and its mechanisms for the U-plane, C-plane and M-plane flows in alignment with the functional architecture and reference model of NGN

•
IPv6 protocol architectures and functional blocks for possible integration of fixed and wireless/mobile network in NGN

•
Impact of possible use of IPV4 and IPV6 in transitional phases of NGN.

3
Tasks

Tasks include, but are not limited to:

•
New draft Recommendations on the use of IPv6 protocol mechanism in NGN. The expected time frame for completion is the middle of 2006.

•
New draft Recommendations on impact of possible use of IPV4 and IPV6 in transitional phases of NGN. The expected time frame for completion is the middle of 2006.

4
Relationships

Recommendations:
Y-series

Study Groups:
ITU-T Study Groups 16, 17, 19

Standardisation bodies fora and consortia:


IETF working groups IPv6 protocols

Question 10/13 – Interoperability of satellite with terrestrial and Next Generation Networks (NGNs)

(Continuation of Question 13/13)

1
Motivation

Satellite networks with their global coverage should be considered as complementary to the terrestrial infrastructure. As such the Next Generation Network (NGN) architecture and interworking should consider satellites.

Satellite Network Architectures to interoperate with terrestrial and next generation networks for different scenarios such as Broadband/mobile access, Multicast, Broadcast and other services are of interest.

Satellites can be a means to bridge the digital divide and contribute to the establishment of the world information infrastructure. They are also to be considered for customers from developed countries. Global standards are required to ensure the interconnection and interoperability of satellite and terrestrial networks. Of particular interest for the satellite-terrestrial interoperability are architecture, mobility, QoS, multicast, broadcast and security.

This question will also identify existing ITU Recommendations that require improvement and revision in order to better interoperate with satellite systems. This effort will focus on ensuring established performance objectives do not preclude satellite systems.

2
Question

Study items to be considered include, but are not limited to:

–
Satellite-Terrestrial/Next Generation Networks (NGN) Architecture

Develop architecture and reference models that integrate satellite systems with terrestrial and next generation networks.

•
In which scenarios do satellites complement the terrestrial and next generation networks?

•
How is the interworking of satellite and terrestrial/next generation networks for the different scenarios?

–
Hybrid Satellite-Terrestrial Next Generation Network (NGN) Performance
•
How will the end-to-end QoS objectives for IP-based services be achieved when satellites participate in the communications?
•
How will DiffServ and IntServ interwork with satellite networks?

•
What additional information should be specified to meet the objectives in Recommendation Y.1541?
–
Satellite Multicast

Specify network capabilities and functions of hybrid satellite-terrestrial networks for Multimedia Multicast environments.

–
Satellite Broadcast

Specify network capabilities and functions of hybrid satellite-terrestrial networks for Multimedia Broadcasting environments.

–
Security for hybrid Satellite-Terrestrial/Next Generation Networks (NGN)

Study security related issues for hybrid satellite-terrestrial/next generation networks. This question will address requirements, architecture, interfaces etc.

3
Tasks

Tasks include, but are not limited to:

•
Finalizing Draft Recommendation on Satellite-Terrestrial Networks Architecture (Y.SatIP_arch)

•
Finalizing Draft Recommendation on QoS for hybrid Satellite-Terrestrial Networks (Y.SatIP_qos)
•
Finalizing Draft Recommendation on Satellite Multicast (Y.SatIP_mcast)
•
Draft New Recommendation on hybrid Satellite-Terrestrial Broadcast Networks

•
Draft New Recommendation on Security for hybrid Satellite-Terrestrial NGNs

•
Draft New Recommendation on Mobility for hybrid Satellite-Terrestrial Networks

•
Maintenance and updating, as necessary, for Recommendations I.571 and I.572.

4
Relationships

Study Groups:

–
ITU-T Study Group 12

Standardisation bodies fora and consortia:

–
ITU-R Study Groups on satellite systems and services

–
ITU-R Study Group on radio systems

–
ATM Forum on satellite and performance issues

–
IETF on satellite and performance issues

–
ETSI BSM on multicast, performance and architecture

Question 11/13 - General network terminology

(Continuation of Question 15/13)

1
Motivation

As the IP networks and IP-based applications gain importance in the industry, there is an explosion of new terminology. The industry standards, particularly the ones produced by the IETF, are steadily introducing new terms. As ITU-T is increasing its involvement in the IP-related work as well as continuing study of future requirements of networks and services- including the Next Generation Network, it is reasonable to expect that ITU-T is to define its own terminology and elaborate on definition of current terminology. In order to establish common language for the industry, in which the ITU plays a key role, it is essential to ensure the extent possible that each concept, architectural element, protocol action, pieces of equipment, etc., is assigned a unique term. For the cases where several such terms have already been defined, it is important to indicate all synonyms pertinent to a particular notion.

2
Question

What is the definition and meaning of the terms used in the Internet and other NGN-related standards?

Items for Study encompass:

•
Definitions of concepts, architectural elements, protocol actions, pieces of equipment, etc. that have been identified in the IETF standards-track Requests for Comments (RFCs), ITU-T Recommendations, ISO standards, and normative output of other organizations recognized by ITU-T.

•
Terms identifying such concepts, architectural elements, protocol actions, pieces of equipment, etc. It is essential to establish consensus on as few terms as possible (preferably, only one term) for a unique notion.

•
Updating of terminology Recommendations (e.g., Y.101)

3
Tasks

The resulting terms should be published in new and revised ITU-T Recommendations, which should be re-issued on the on-going basis as the terminology grows.

4
Relationships

Close cooperation with other ITU-T Study Groups and relevant normative organizations must take place.

Study Groups:
ITU-T Study Groups

Question 12/13 - Frame relay
(Continuation of Question A/17)
1
Motivation
Continue the studies on frame relay data networks and the interworking of frame relay networks with other networks.

This study includes all aspects of frame relay including service definition, numbering, routing, performance and quality of service, operations and maintenance, DTE/DCE interfaces, network-to-network interfaces, and interworking.

These studies include the maintenance of and enhancements to Recommendations Q.933, Q.933bis, X.36, X.76, X.84, X.142, X.144, X.145, X.146, X.147, X.148, X.149, X.151 and X.272 and the development of new Recommendations as needed.

2
Question
What new Recommendations or enhancements to existing Recommendations are needed regarding frame relay and MPLS networks:

a) to complete the work on frame relay - MPLS interworking;

b) for switched frame relay to ATM signalling interworking using MPLS;

c) on definition , protocols, and procedures for frame relay to MPLS control and management plane interworking;

d) to enhance the frame relay - ATM interworking;

e) to provide for frame relay - Ethernet interworking;

f) to further elaborate quality of service and OAM aspects;

g) to define and specify layer 2 to MPLS service mediation;

h) to cover enhancements or the addition of new functions based on market requirements?

These work efforts will be done in close cooperation with the MPLS and Frame Relay Alliance.

3
Tasks
Updated or new Recommendations as required.

4
Relationships
Recommendations:
X-series, Q-series, and I-series

Questions:
13, 14/13 and 23/15

Study Groups:
ITU-T SGs 2, 11, 12

Standardization bodies:
ISO/IEC JTC 1/SC 6; MPLS and Frame Relay Alliance; IETF

Question 13/13 - Public data networks
(Continuation of Question B/17)

1
Motivation
Continue the studies on data networks and data transmission relating to PDNs and ISDNs, especially in light of new emerging technologies.  As NGN emerges in the future, there is a need to prepare for new data capabilities within dedicated networks in terms of higher throughput and/or functionalities.

The work on many Recommendations for data networks has been completed and the Recommendations are mature.  This includes much of the work on leased circuit, circuit-switched, and X.25 packet-switched public data networks.  Systems based on these data network Recommendations may be implemented over a relatively long period of time.  Operational experience with implemented systems based on these Recommendations may lead to the discovery of technical errors or desirable enhancements to these Recommendations.  Therefore there is a need for ongoing maintenance of X-series data network Recommendations.
These Recommendations are:

a) Service and operational principles – F.600

b) User classes of service and optional user facilities – X.1, X.2

c) DTE/DCE interfaces and access – X.3, X.5, X.8, X.20, X.20bis, X.21, X.21bis, X.22, X.25, X.28, X.29, X.30, X.31, X.32, X.33, X.34, X.35, X.37, X.38, X.39, X.42, X.45, X.46

d) Structure of signals – X.4

e) Technical characteristics of data transmission services – X.7

f) Interchange circuits – X.24

g) Signalling interfaces – X.60, X.70, X.71, X.75, X.77, X.78, X.80, X.81, X.82

h) Multicast – X.6, X.48, X.49

i) Hypothetical reference connections – X.92

j) Call progress signals – X.96

k) Routing – X.110, X.111, X.115, X.116

l) Numbering and numbering plan interworking – X.121, X.122, X.123, X.124, X.125

m) Quality of Service – X.130, X.131, X.134, X.135, X.136, X.137, X.138, X.139, X.140, X.141

n) Maintenance testing – X.150

o) Administrative arrangements – X.180, X.181

p) Interworking – X.300, X.301, X.302, X.305, X.320, X.321, X.322, X.323, X.324, X.325, X.326, X.327, X.328, X.329, X.340, X.350, X.351, X.352, X.353, X.361, X.371

NOTE 1 – Recommendations X.26 (V.10) and X.27 (V.11) are under the responsibility of Study Group 16.

NOTE 2 – Recommendations X.50, X.50bis, X.51, X.51bis, X.52, X.53, X.54, X.55, X.56, X.57 and X.58 are under the responsibility of Study Group 15.

NOTE 3 – Recommendations X.160, X.161, X.162, X.163, X.170, X.171 are under the responsibility of Study Group 4.

2
Question

a) What aspects of technologies, such GII, NGN, IP, LANs/WANs, wireless and mobile services including IMT-2000, multicast, high rate data transmission, need to be accommodated in data network Recommendations?

b) What new or revised Recommendations are needed to meet requirements and services for new data capabilities within dedicated networks?

c) What administrative procedures are needed for the allocation of DNICs for Telecommunications for Disaster Relief?

d) What corrections or enhancements are needed to X-series data network Recommendations?

3
Tasks
Develop revised or new X-series data network Recommendations, as needed, based on received contributions.

4
Relationships
Recommendations:

Q.933, Q.933bis, X.36, X.76, X.84, X.142, X.144-X.149, X.151, X.272; E-series numbering Recommendations

Questions:

12, 14/13;  23/15 and 1/17

Study Groups:

ITU-T SGs 2, 11, 12, 15 and 16

Standardization bodies:

ISO/IEC JTC 1/SC 6

Question 14/13 - Protocols and service mechanisms for multi-service data networks (MSDN)
(continuation of part of Q.7/17)
1
Motivation
This Question is intended to provide protocols and service mechanisms for support of multi-service data networks (MSDN). Ethernet MAC, RPR MAC and other telecommunication channels have been deployed already and are continuing to develop all over the world. Multiple Service Ring based on RPR, is a multi‑service Metro network technology that can also be used in various topologies. This Question addresses how to make use of these existing broadband resources effectively to provide multi-service data network applications.  This Question provides the protocols and service mechanisms for MSDN. The new Recommendations will be suited for the existing multi-service data networks and various MAC (Ethernet, Gigabit Ethernet, RPR) engineering applications.

2
Question

This Question develops Recommendations with respect to protocols and service mechanisms for MSDN. The associated work will be handled and progressed in co-operation with other study groups, the IETF, IEEE 802, MEF, etc. The scope includes:  

(i)
Develop Requirements for MSDN, areas of study and development include:

–
Identification of market needs

–
Architectural considerations, for L2 data networks;
–
Multi-service multicast aspects;

–
Ethernet UNI and NNI aspects.
(ii)
Enhance existing packet protocols or, if required, develop new packet protocols to support the developed MSDN requirements, including service mechanisms;

(iii)
Develop associated MIBs (Management Information Base) to support item (ii).

3
Tasks

Develop new Recommendations according to the items under study. 

4
Relationships
Study Groups:  ITU-T SGs 4, 11 and 15

Standardization bodies:

ISO/IEC JTC 1/SC 6; IETF; IEEE 802 Committee; and Metro Ethernet Forum (MEF)
Question 15/13 - NGN Security

(New Question)

1
Motivation

While the public switched telephone networks (PSTNs) that use circuit based technology are relatively secure, security threats on the evolving telecommunications infrastructure are on the increase – both in frequency and in complexity.  Efforts over the years to secure packet infrastructures have been somewhat fragmented and event-driven and so far have failed to produce the desired level of protection against threats.  This issue is complicated by the large number of organizations working on various aspects of security, making coordination and cooperation difficult and challenging.

Recognizing that security is one of the defining features of NGN, it is essential to put in place a set of standards that will guarantee, to the maximum degree possible, the security of the telecommunications infrastructure as PSTNs evolve to NGNs. 

In addition, as NGNs evolve and new security vulnerabilities appear, for which there is no known immediate automatic remedy, such vulnerabilities must be properly documented so as to enable the network administrators and end users to mitigate them. The NGN Security studies must address and develop network architectures that:
· Provide for maximal network and end-user resource protection

· Allow for highly-distributed intelligence end-to-end

· Allow for co-existence of multiple networking technologies

· Provide for end-to-end security mechanisms 

· Provide for security solutions that apply over multiple administrative domains 

The complexity of the issue necessitates a systematic study of general security mechanisms and applications developed in ITU-T SG 17, the lead study group on security, ISO/IEC JTC 1 SC 27, 3G Partnerships, IETF, and other applicable SDOs as well as interface and protocol specific mechanisms developed in the relevant ITU-T Study Groups and the IETF working groups.  To this end, the ITU-T Recommendation X.805 provides the framework for network security studies in ITU-T, and this Recommendation must be systematically applied to the NGN work.  

2
Question

Study items to be considered include, but are not limited to:

· What new Recommendations, enhancements to existing Recommendations or guidance to other Study Groups are needed to standardize identification and cataloguing NGN threats and vulnerabilities?  

· What are the security requirements of NGNs to effectively counter these threats?  Which of these requirements should be included in all NGNs and which could be offered as an optional service?

· What new Recommendations or guidance are necessary to enable comprehensive, end-to-end security in NGNs that span across multiple heterogeneous administrative domains?

· What new Recommendations or guidance are necessary to enable attachment of terminals in a secure fashion, including Authentication, Authorization, and Accounting (AAA) considerations, to NGNs?

3
Tasks

Tasks include, but are not limited to:

· Lead the NGN-specific security project-level issues within SG 13 and with other Study Groups. Recognizing SG 17’s overall role as the Lead Study Group for Telecommunication Security, advise and assist SG 17 on NGN security coordination issues.

· Determine how to apply Recommendation X.805 Security architecture for systems providing end‑to‑end communication within the context of an NGN environment.

· Ensure the developed NGN architecture is consistent with accepted security principles

· Ensure AAA principles are integrated as required throughout the NGN.

4
Relationships

Recommendations:
X.800-series, viz.X.805, Y-series

Questions: 
Relevant Questions on NGN networking, architecture, and QoS (where authentication and authorization are required for access to resources)

Study Groups: 
ITU-T Study Groups 2, 4, 9, 11, 15, 16, 17, 19

Standardisation bodies, fora, and consortia:


ITU-R


IETF Internet, Security, and Transport Areas


3GPP and 3GPP2 


DSL Forum

__________

